Introduction to Computer Forensics

Test 2 Review

Date: Friday, October 26, 2007 

Place: In class

Duration: 50 minutes:

Open Notes, Open Books

Structure: Test 2 consists of 10 questions, each question 10 points.

Important: In all questions you have to provide a short explanation to your answer. The answer without explanation will be not accepted. You can check your answer in most of the situations using online tools and calculator, but you need to explain your answer.
Sample Questions:

1. Find the binary representation of the following decimal numbers: 13, 28, 91, 128

2. Find the decimal value that corresponds to the following binary numbers:

a. 1010110

b. 0110110

c. 1010

d. 0110

3. Encode the message DOG using ASCII values and the correspondent binary equivalent of the ASCII values. 

4. Decode the following message that was encoded using ASCII code and binary equivalent of the ASCII values:


01000011 01000001 01010100
5. Encrypt the following message using Caesar Cipher: computer forensics
6. Decrypt the following message that was encrypted by Caesar Cipher: HQFUBSWLRQDQGVWHJDQRJUDSKB
7. Encrypt the message cat,  using the series of the following ciphers and codes:

a. shift cipher with addition 7

b. encoding using ASCII code and binary equivalent of ASCII values
8. Encrypt the following message, forensics, using the series of the following ciphers: Shift Cipher with multiply 5 and addition 7 and Polybius checkerboard cipher.
9. Decrypt the message, 3513143222, that was encrypted Shift Cipher and  Polybius checkerboard cipher

Hint: Shift Cipher used Multiply 3 and Add between 3 and 7 not including 3 and 7.
10. Break the message: 

   01000101 01010000 01000100 01000101
Hint: the ciphertext is the binary equivalent of the ASCII values that were obtained by applying shift cipher with Multiply 1 and Add between 7 and 15 not including 7 and 15. 
11. List 2-3 examples of software and 2-3 examples of hardware
12. List 2-3 examples of input and output devices

13. List the differences between Main Memory and Secondary Storage.
14. What kind of system computer “understands”?

15. What is BIT?

16. What is BYTE?

17. What is ASCII code?

18. List examples of Operating Systems.

