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Question 1:

Based on the paper “Private Lives” from Communications of ACM:
What are the positive issues associated with usage of RFID and what are the privacy concerns? 
What is RFID? (Article doesn’t provide a definition of this term. You would need to find a definition by yourself).
Answer:
Question 2:
Based on paper “Scooping Identity Theft” from Communications of ACM:
What is computer’s real role in identity theft based on the 2005 study commissioned by the Better Business Bureau? 
Answer:

Question 3:
Based on paper “Why spoofing is the serious Internet fraud?” from Communications of ACM:

What is domain hijacking?

Answer:

Question 4:

What is malicious software? List 2 – 3 examples of malicious software.
Answer:
Question 5: 

What is professional code of ethics? List 2-3 examples of professional codes of ethics. 
Answer:
Question 6:

List common ethical issues for IT users.

Answer: 
Question 7: 

a. What is the difference between Computer Virus and Trojan Horse? 
Answer:
b. What is the difference between Computer Virus and Computer Worm?
Answer:

Question 8:
What is COPA law?
Answer:
Question 9:

What is CERT/CC stands for and what are the CERT/CC responsibilities?

Answer:

Question 10:

What is zero-day attack?
Answer:

